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Distributed Denial of Service Attacks in Software-Defined Networking with Cloud Computing:

This article presents the growing issue of DDOS attacks as they pertain to both cloud computing and SDN. SDN capabilities make it easier to deal with DDOS attacks, but they are also vulnerable to DDOS attacks. Some of the issues that need to be addressed is mobile device usage in DDOS attacks and how to mitigate them. Can we think of any way to possibly mitigate attacks using mobile devices? Do we think that a fault-tolerant system may also work as a DDOS attack tolerant system as well?

Private IaaS Clouds: A Comparative Analysis of OpenNebula, CloudStack and OpenStack:

A methodology for evaluating IaaS clouds is presented, among other things, in this article. Do we think that this methodology involving performance measurements of flexibility and resiliency is adequate for evaluating these types of tools? How might other metrics be tested on these types of tools?

An Analysis of OpenStack Vulnerabilities:

Several vulnerabilities of the OpenStack cloud management framework are observed in this article along with consequences of these attacks, length of the vulnerability, and patches intended to fix vulnerabilities. With there being numerous vulnerabilities in this framework, is there a methodology for deploying an autonomous, self-healing system for it? The article address how the vulnerabilities are discovered and even how they are fixed, but is there a programmatic and autonomous method of doing this?